
Terms and conditions - Privacy policy 

An online shop owned by Re Ltd. With its registered office in Białystok, ul. Kolejowa 12E, entered in the 

Register of Entrepreneurs of the National Court Register under KRS number 0000787214, operated 

under the following website: https://renteye.com. 

I. The Regulations apply to the commercial and service activities of Re Ltd. With its registered office in 

Białystok conducted with the use of an Internet shop at the website in the Internet network: 

www.renteye.com. The Regulations have been drawn up in accordance with the national and applicable 

provisions of the European Union law and the users of the online shop accept these terms and conditions 

on the basis of which Re Ltd. With its registered office in Białystok provides goods or services. 

1. The administrator of the website is Re Ltd., based in Białystok. 

2. Copyright or property rights to the content and works posted on the website belong to or are exercised by Re 

Ltd. With its registered office in Białystok. 

3. The website as a whole, as well as its separable parts, is protected by law, i.e. In particular by the provisions 

of: the Civil Code, the Act on Copyright and Related Rights, the Act on Combating Unfair Competition. 

4. Re Ltd., Bialystok, does not give its express or implied consent to anyone - with respect to the rights and 

objects described in para. 3 above - for their use, exploitation, publication or modification in any way 

whatsoever, i.e. In particular in publications, publications, presentations, websites and in any other way 

whatsoever covered by the Copyright Act. 

5. In the event of infringement of the prohibitions under para. 4 and unlawful use of the rights or objects from 

para. 3, Re Ltd. With its registered office in Białystok or the holders of copyrights to the works will assert their 

rights before the courts. 

6. The user has the right to use the entire content published on the website provided that the protection of para. 3 

and in accordance with the purpose of this publication. 

7. The website uses "cookies" to identify your browser when you use the website. Cookies do not collect any 

personal data. The data collected, such as the user's browser type, time spent on the website, etc., are used to 

analyse the statistics of the individual websites and may be used by Re Ltd., Bialystok, to optimise the website 

and business processes. Re Ltd., Bialystok, may share data obtained through cookies with its service providers: 

• Fabric, Firebase and Google Analytics provided by Google LLC; address: Mountain View, California, United 

States: collects data about the User's device (such as hardware model, operating system version and unique 

device identifier, as well as mobile network information including phone number), location information, 

unique application number, of which some data, including personal data, is stored in the cache of the User's 

device or application - so-called cookies. 

• Facebook, Inc. 1 Hacker Way (9,606.83 km), 94025 Menlo Park, California, USA; HTTP headers contain, 

among other things, IP addresses, as well as information about the web browser, the location of the page, the 

document, the source of the redirect and the person using the website, used to monitor conversions, custom 

audience groups from the website and custom audience groups from the mobile app, and API User 

verification. 

• Hubspot, Inc. Address: 25 First Street, 2nd Floor Cambridge, MA 02141 USA; HTTP headers include, but are 

not limited to, IP addresses, as well as information about the web browser, page location, document, 
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redirection source and the person using the website, used to monitor conversions 

8. Unless expressly stated otherwise, the offers presented on the website do not constitute offers within the 

meaning of the Civil Code, i.e. As a rule they are of an informational nature or an invitation to negotiate. 

9. Any matters not covered by this Privacy Policy shall be governed by the relevant legal provisions. 

II. Personal Data Protection 

1. Personal data shall be processed by Re Ltd., based in Białystok, in accordance with the provisions of 

Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection 

of natural persons with regard to the processing of personal data and on the free movement of such data and 

repealing Directive 95/46/EC (hereinafter: GDPR), and national legislation on the protection of personal data 

of natural persons. 

2. Personal data collected through all kinds of forms on the Administrator's websites, including, among others: 

information such as: name and surname, contact telephone number, e-mail address, web address and company 

name, are used only to identify the Customer, establish business contact with them, provide the Customer with 

free materials prepared by the Administrator, provide a valuation of services provided by the Administrator, 

conduct business negotiations with the Customer and conclude and perform a contract. If the Customer agrees, 

the personal data provided by him/her will be used by the Administrator for the purposes of marketing its own 

products and services or marketing the products and services of third parties and for the purposes of 

monitoring traffic on the Administrator's website (profiling). 

3. Personal data collected by means of all kinds of forms on websites will be processed by the Administrator for 

the time necessary to provide the Customers with free materials or valuation of the Administrator's services; 

for the duration of commercial negotiations aimed at concluding a contract (no longer, however, than one year 

from the date of receiving a commercial offer by the Customer), and further for the time of performing the 

contract or providing the service, as well as for the time during which the Administrator is obliged to keep the 

sales documents and expiry of any claims related to the given contract. 

4. Personal data collected through all kinds of forms on the Administrator's websites are processed on the basis of 

the person's consent (Article 6(1)(a) GDPR), and also on the basis of Article 6(1)(b) GDPR, i.e. Their 

processing is necessary for the performance of a contract to which the data subject is a party, or to take action 

at the request of the data subject prior to entering into a contract. At any time, consent to the processing of 

personal data may be withdrawn by the Administrator's Customers. The withdrawal of consent to data 

processing shall not affect the lawfulness of data processing performed by the Administrator on the basis of 

consent before its withdrawal. 

5. Withdrawal of consent can be done by the Customer sending to the e-mail address: contact@renteye.com a 

statement with an example wording: 

Acting on behalf of (name of entity) with its registered office in (address of registered office) as its (function of the 

person making the statement with proof of his/her authority to represent the entity)/ or I - name and surname, 

address of residence - hereby withdraw my consent to the processing of my personal data by Re Ltd. With its 

registered office in Białystok. 

6. The categories of recipients to whom the personal data of the Administrator's customers may be disclosed are in 

particular: employees or contractors of the Administrator's associates, accounting offices, law firms, auditors, 

banks and insurers, national debt registers, courts and prosecutors' offices, police and tax authorities, bailiffs, 

debt collectors or debt collectors. 

7. Re Ltd, based in Bialystok, does not and will not transfer Customers' personal data to recipients in third 

countries or to international organisations. 
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8. Re Ltd. With its registered office in Białystok processes the Customers' personal data with the use of computer 

systems and software ensuring the security of processing such personal data at an appropriate level (such as, 

among others, encryption and anonymisation of transmitted information, cyclic changes of passwords to 

access systems). The Administrator processes the personal data of its Customers outside the computer system 

with the use of technical and organisational measures ensuring an appropriate level of security of personal data 

processing. 

9. The data subject shall have the right to access and rectify the content of his/her data and to erase it (right to be 

forgotten), to restrict its processing, the right to data portability, the right to withdraw consent to its processing 

at any time without affecting the lawfulness of the processing carried out on the basis of consent before its 

withdrawal. 

10. The data subject has the right to object to the processing of his/her data by the Administrator. The objection 

should be brought to the address: RE Ltd. 12E Kolejowa St., 15-701 Białystok 

11. If the data subject considers that the processing of his/her personal data by the Administrator violates the 

provisions of the Personal Data Protection Regulation, he/she has the right to lodge a complaint with the 

President of the Personal Data Protection Authority, 2 Stawki Street, 00-193 Warsaw. 

12. In the event of a personal data breach, the Administrator shall, without undue delay where possible and no 

later than 72 hours after the breach has been identified - report it to the supervisory authority from point. 12, 

unless the breach is unlikely to result in a risk of violation of the rights or freedoms of natural persons. The 

Administrator shall attach an explanation of the reasons for the delay to the notification submitted to the 

supervisory authority after the expiry of 72 hours. If the personal data breach is likely to result in a high risk of 

infringement of the rights or freedoms of natural persons, the Administrator shall notify the data subject of 

such breach without undue delay. 

III.-Principles of personal data processing by Re Ltd., Bialystok, as the Personal Data  

The Administrator shall observe the following principles when processing personal data: 

1. The principle of lawfulness, fairness and transparency of data processing, according to which data shall be 

processed by the Administrator lawfully, fairly and in a transparent manner for the data subject. 

2.  Purpose limitation of data processing - data shall be collected by the Administrator in a way that is compatible 

with the purposes of the processing. Further processing for archival purposes in the public interest, for 

scientific or historical research purposes or for statistical purposes is not considered by the Administrator to be 

incompatible with the original purposes. 

3.  Minimisation of the amount of data processing - the Administrator shall process such amount of data as is 

adequate, relevant and limited to what is necessary for the purposes for which they are processed. 

4. Correctness of the processed data - The Administrator shall only process data that are correct and updated as 

necessary. The Administrator shall take all reasonable steps to ensure that personal data which are inaccurate 

in the light of the purposes for which they are processed are deleted or rectified without delay. 

5. Limitation of the length of time and purposes for which data may be stored - The Administrator shall store data 

in a form which permits identification of the data subject for no longer than is necessary for the purposes for 

which the data are processed. The Administrator may store personal data for a longer period insofar as it will 

be stored for statistical purposes. At the same time, the Administrator shall implement appropriate technical 

and organisational measures to protect the rights and freedoms of the data subjects. 

6. Ensuring data processing with integrity and confidentiality - shall process data in a manner that ensures 

adequate security of personal data, including protection against unauthorised or unlawful processing and 



against accidental loss, destruction or damage, by means of appropriate technical or organisational measures. 

7. Principle of accountability - Re Ltd. Of Bialystok is responsible for and is able to demonstrate compliance 

with all the principles of personal data processing listed in points 1 - 6. The Administrator shall implement 

appropriate technical and organisational measures to ensure the highest level of security of the personal data it 

processes, and this in accordance with the principles listed above. 

IV. Information obligations of the Data Administrator 

Depending on whether Re Ltd, based in Bialystok, collects data from the data subject or otherwise than from the 

data subject, the EU Data Protection Regulation imposes separate information requirements on the 

Administrator. 

Information obligations of the Data Administrator common to both situations where data have been 

collected from the data subject and indirectly: 

1. Obligation to provide the Administrator's identity, contact details and the identity and contact details of the 

Administrator's representative.  

2. An obligation to provide the contact details of the Data Protection Officer (if one has been appointed). 

3.  Indication of the purposes of the processing of personal data and the legal basis for the processing. 

4. An obligation to provide information on the recipients or categories of recipients to whom the personal data 

will be communicated. 

5. Obligation to inform about the intention to transfer personal data to a third country or an internagdpr 

organisation, if applicable. 

6. Obligation to indicate the period for which personal data will be stored and, where this is not possible, to 

indicate the criteria for determining this period. 

7. Obligation to provide information on the rights of data subjects. 

8. An obligation to provide information on the right to lodge a complaint with a supervisory authority (the full 

name of this authority and its address shall be provided). 

9. An obligation to inform the data subject whether the provision of personal data is a statutory or contractual 

requirement or a condition for entering into a contract and whether the data subject is obliged to provide such 

data and what are the possible consequences of failing to do so. 

10. The obligation to inform about automated decision-making, including profiling 

11. The obligation to inform about a new purpose of data processing than the one indicated in the original 

information: 

Information obligations of the Administrator when data have not been collected from the data subject (i.e. 

Indirectly) 

Re Ltd. Of Bialystok in such a case must additionally inform the data subject of: 

a) The categories of personal data concerned which are processed - i.e. The type of data processed, e.g. Name, 

address, date of birth, etc, 

b) The source of the data and, where applicable, whether it comes from publicly available sources. 

Exemption of the Administrator who indirectly obtained the data from the information obligation 

An Administrator who has obtained data indirectly is not obliged to comply with the information obligation if: 



a) The data subject already has this information at his disposal; 

b) The provision of such information proves impossible or would involve a disproportionate effort; in particular 

where data are processed for archiving purposes in the public interest, for scientific or historical research 

purposes or for statistical purposes; 

c) The collection or disclosure is expressly governed by Union law or the law of the Member State to which the 

Administrator is subject, which provides for suitable measures to safeguard the data subject's legitimate 

interests; or 

d) The personal data must remain confidential in accordance with an obligation of professional secrecy under 

Union or Member State law, including a statutory obligation of secrecy. 

V. Obligation of transparent communication between the Administrator and the data subject (Article 12 

GDPR): 

1. The Administrator shall, in a concise, clear, intelligible and easily accessible form, in clear and plain language 

in particular when the information is addressed to a child - provide the data subject with all the information 

referred to in Articles 13 and 14 of the GDPR and shall conduct all communications with the data subject 

pursuant to Articles 15 to 22 and 34 of the GDPR. The information shall be provided in writing or by other 

means, including, where appropriate, electronically. If the data subject so requests, the information may be 

provided orally, provided that the identity of the data subject is confirmed by other means. 

2. If the Administrator has reasonable doubt as to the identity of the natural person making the request referred to 

in Articles 15 to 21 of the GDPR, the Administrator may request additional information necessary to confirm 

the identity of the data subject. 

VI.Deadlines for compliance with information obligations by the Administrator 

1. Where personal data are obtained from the data subject, all the information indicated above shall be provided 

to the data subject at the time of data acquisition. 

2. Where the Administrator obtains the data indirectly, it shall comply with its information obligation within the 

following time limits: 

a) Within a reasonable period after the personal data have been obtained - at the latest within one month - having 

regard to the specific circumstances of the processing of the personal data; 

b) If the personal data are to be used for communication with the data subject - at the latest at the first such 

communication with the data subject; or 

c) If it is intended to disclose personal data to another recipient, at the latest at the first disclosure. 

VII.The Commission shall be assisted by the Personal Data Protection Working Party when processing 

personal data 

Taking into account the nature, scope, context and purposes of the processing and the risk of violation of the rights 

or freedoms of natural persons of varying probability and severity, the Administrator has implemented 

appropriate technical and organizational measures to ensure that the processing is carried out in accordance 

with the GDPR and to be able to demonstrate this. These measures are reviewed and updated once every six 

months. 

The obligations of Re Ltd, based in Bialystok, as a Administrator of personal data resulting directly from the 

GDPR are, in particular: 

1. Data protection by design and data protection by default  



 In order to comply with this obligation, the Administrator has implemented appropriate technical and 

organizational measures, such as pseudonymization, designed to effectively implement data protection 

principles, such as data minimization, and to give the necessary safeguards to the processing in order to protect 

the rights of the data subjects as adequately as possible. 

2. Entrustment of data for processing under a written contract 

The Administrator shall only use the services of such processors that provide sufficient guarantees to implement 

appropriate technical and organizational measures to protect the rights of data subjects. 

Processing by a processor shall be carried out on the basis of a contract or other legal instrument which is subject 

to Union or Member State law and which binds the processor and the Administrator, specifies the subject 

matter and duration of the processing, the nature and purpose of the processing, the type of personal data and 

categories of data subjects, the obligations and rights of the Administrator. 

3. Security of processing. 

Re Ltd. Based in Bialystok has implemented and applies the following technical and organisational measures 

to minimise the risk of a personal data breach: 

a) Pseudonymisation and encryption of personal data; 

b) The ability to continuously ensure the confidentiality, integrity, availability and resilience of the processing 

systems and services; 

c) The ability to rapidly restore the availability of and access to personal data in the event of a physical or 

technical incident; 

d) Regular testing, measurement and evaluation of the effectiveness of technical and organisational measures to 

ensure the security of processing. 

In assessing whether the degree of security is adequate, the Administrator shall take into account in particular the 

risks involved in the processing, in particular those arising from the accidental or unlawful destruction, loss, 

modification, unauthorised disclosure of or unauthorised access to personal data transmitted, stored or 

otherwise processed. 

4. Notification of a personal data breach to the supervisory authority. 

In the event of a personal data breach, the Administrator shall, without undue delay where possible, and no 

later than 72 hours after the breach is identified, notify the breach to the supervisory authority, unless the 

breach is unlikely to result in a risk of infringement of the rights or freedoms of natural persons. The 

Administrator shall attach an explanation of the reasons for the delay to the notification submitted to the 

supervisory authority after the expiry of 72 hours. 

If the personal data breach is likely to result in a high risk of violation of the rights or freedoms of natural persons, 

the Administrator shall notify the data subject of such breach without undue delay.  

5. Conducting a data protection impact assessment. 

Where a particular type of processing - in particular using new technologies - by its nature, scope, context and 

purposes is likely to result in a high risk of interference with the rights or freedoms of natural persons, the 

Administrator shall, prior to the start of the processing, carry out an assessment of the effects of the intended 

processing operations on the protection of personal data. 

 

6 Conducting prior consultation. 



If the data protection impact assessment indicates that the processing would cause a high risk if the Administrator 

did not take measures to minimise that risk, the Administrator shall consult the supervisory authority on the 

possibilities and modalities of the processing before the processing begins. 

VIII.Processing of data of minors 

By definition, all activities of Re Ltd. With its registered office in Białystok are addressed to adults who can make 

decisions or influence their decision-making. If the legal guardians of a minor become aware of the fact that the 

minor has filled in the form available on the websites belonging to the Administrator, they should contact the 

Administrator in order to have the data deleted from the database, or to withdraw their consent by sending an 

appropriate e-mail to: contact@renteye.com. 

IX.Rights of users of websites owned by Re Ltd. 

Data subject: 

a) Is entitled to obtain confirmation from the Administrator as to whether personal data relating to him or her is 

being processed and, if it is, is entitled to obtain access to it and a range of information (Article 15 GDPR), 

b) Has the right to request from the Administrator the immediate rectification of personal data concerning him/

her that is inaccurate (Article 16 GDPR), 

c) Has the right to request from the Administrator the immediate erasure of personal data concerning him/her in 

specified circumstances (Article 17 GDPR), 

d) Has the right to require the Administrator to restrict data processing in specified circumstances (Article 18 

GDPR), 

e) Has the right to receive, in a structured, commonly used, machine-readable format, the personal data 

concerning him/her which the Administrator has provided, 

f) Has the right, in the cases mentioned, to have that personal data sent to another Administrator without 

hindrance from the Administrator to whom the data was provided (Article 20 GDPR), 

g) Has the right to object to the processing of personal data concerning him/her (Article 21 GDPR), has the right 

not to be subject to a decision which is based solely on automated processing of his/her personal data, 

including profiling (Article 22 GDPR). 

The Administrator shall allow the data subject the aforementioned rights under the terms of the EU Data 

Protection Regulation. 

X. Amendment of the Privacy Policy 

Re Ltd. Based in Białystok reserves the right to change the above Privacy Policy by publishing an amendment to 

the current or new Privacy Policy on this website. If you have additional questions about the Privacy Policy, 

the Administrator can be contacted at the following email address: contact@renteye.com
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